
BISD DEVICE POLICY

 

 NO personal computing devices may access the BISD network for any reason.  This 
includes over wireless and wired networks.  This is a security risk because the 
district has no way to police software that may be installed on the device.

 Vendors and presenters may request a temporary guest-wireless key to access the 
internet ONLY.  This DOES NOT give access to anything on the internal network.  
These requests must be submitted in writing through a helpdesk request or 
meeting room request AT LEAST 48 BUSINESS HOURS IN ADVANCE, with the 
number of devices being used and the duration of the event.

 Streaming devices such as Smart TVs, AppleTV, Amazon Alexa devices, Google 
Home, Chromecasts, hubs, routers, and gaming consoles will NOT be given access 
to the wired or wireless network under any circumstances.  These devices cannot 
function properly in our environment and pose a great risk to our security and day-
to-day functionality.  Any of these devices will be confiscated upon discovery.
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